**定制软件系统集成与安全部署评价**

|  |  |  |  |
| --- | --- | --- | --- |
| **项目名称** |  | | |
| **承办部门** |  | | |
| **序号** | **指标项** | | **签字** |
|  | **本地化部署：**已完成本地化部署，并提供本地化部署拓扑图。 | □是 □否  □不涉及 |  |
|  | **对接统一身份认证：**已对接统一身份认证。 | □是 □否  □不涉及 |  |
|  | **对接融合门户：**消息、待办、系统入口已对接到融合门户。 | □是 □否  □不涉及 |  |
|  | **支持移动端：**应用服务已对接移动端，实现移动端消息提醒、审核等。 | □是 □否  □不涉及 |  |
|  | **消息提醒：**已对接学校统一消息平台。 | □是 □否  □不涉及 |  |
|  | **预留标准接口：**提供必要的、标准化的API接口文档。 | □是 □否  □不涉及 |  |
|  | **审计日志：**系统支持用户重要行为（登录、删改等）的审计日志记录。 | □是 □否  □不涉及 |  |
|  | **移动应用要求：**已完成教育移动应用备案、ICP备案和网络安全等级保护备案。大范围采集个人信息的教育移动应用已通过移动应用个人信息安全认证。移动端入口地址支持独立端口发布。 | □是 □否  □不涉及 |  |
|  | **系统安全设计：**  提供系统部署报告、安全设计方案，内容主要包括：  1）系统拓扑图、系统需要开放的内外网端口、协议、安全认证方式及应用安全保障机制等；  2）安全等级保护技术方案：明确开发语言、数据库系统、中间件名称及版本、系统架构、是否支持移动端、对操作系统和浏览器等的兼容性要求，以及部署环境、网络端口等；说明重要应用程序、数据、文件的备份机制和备份与恢复操作方法。 | □是 □否  □不涉及 |  |
|  | **数据交换：**  1）提供数据资产目录，提供数据接口，实现基于学校数据标准的数据共享；  2）人员、组织机构等数据支持定时自动同步和手动同步，保证与学校主数据平台的一致性。 | □是 □否  □不涉及 |  |
|  | **数据安全：**  系统数据安全设计应符合教育部《智慧教育平台个人信息保护通用要求》。 | □是 □否  □不涉及 |  |
|  | **虚拟卡对接：**  如系统业务涉及校园卡，需对接学校校园卡虚拟卡，支持虚拟卡刷卡办理相关业务。 | □是 □否  □不涉及 |  |
|  | **用户手册：**系统首页设置用户手册的查看入口，方便用户查询。 | □是 □否  □不涉及 |  |
|  | **支持IPv6** | □是 □否  □不涉及 |  |
|  | **已做漏洞扫描、渗透测试** | □是 □否  □不涉及 |  |
| 信息化处针对上述系统部署与安全集成指标进行审核，形成验收意见如下：  *该项目不涉及上述第 条指标，其他指标均满足，同意通过验收。/XX指标材料有待补充……*  签字：  日期： | | |  |